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Introduction

Customer demand and industry trends are moving towards transactions on the Internet. In order to keep up with the demand and trend, financial institutions must take advantage of this opportunity to strategically advance products and services so that “alternative” methods of payment are working in their favor.

Financial institutions must offer dynamic payment solutions that make use of existing infrastructure to service customer needs in a manner that is compatible with other constituents in the ecosystem such as merchants, mobile carriers, and payment networks.

Methods of payment that customers deem to be unfamiliar and unsecure are likely to yield low transaction volume and negatively impact customer confidence in the integrity of the financial institution. These methods will add no value for the financial institution. Conversely, by providing secure Internet payment options with which customers are comfortable and confident, the payment stakeholders will strengthen their relationships with their customers.

Though industry trends have indicated a significant movement of customers from using credit cards to debit cards for payments in the physical point-of-sale (POS) environment, the same trend has not been fully realized for internet transactions due to customer concerns regarding security and the sharing of confidential card/account information.

Suggestions for the improvement or revision of this Standard are welcome. They should be sent to the X9 Committee Secretariat, Accredited Standards Committee X9, Inc., Financial Industry Standards, 275 West Street, Suite 107, Annapolis, MD 21401 USA.
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Secure Customer Authentication for Internet Payments

1 Scope

The scope of this standard defines the requirements for secure customer authentication in order to support electronic payment transactions over multiple channels initiated through the interchange system (debit/credit network).

Electronic transactions for purposes of this document are confined to payment transactions only via Internet, mobile or voice channels.

There are two different types of authentication credential entry devices, “private” and “public”. A “private” access device is one that is under the direct control of the user, plus perhaps a small number of people known to and trusted by the user. An example of a “private” access device is a home personal computer. A “public” access device is one over which the user does not have such control, for example a personal computer in a public library. This standard specifies the minimum security requirements and means for managing the customer authentication credentials for electronic payment (e.g., debit card and credit card) transactions.

The Internet represents a ubiquitous but insecure channel for exchanging information with a high risk of intrusion, such as screen scraping, malware or spyware that can lead to fraud. Transactions requiring a certain level of security should maintain consistency across different originating points. Because of these risks it is highly recommended that two or more authentication factors be used in combination to provide sufficiently strong customer authentication for card payment transactions on the Internet.

Assumptions applicable to this standard include, but are not limited to, the following:

1. Financial institutions are capable of performing a risk assessment and can select a solution based on the associated risk;
2. Remote access may occur from any endpoint such as kiosks or home machines. These endpoints may be trusted or untrusted.
3. There is a relationship with the financial institution and their customers and all provisioning of identifiers and authenticators will be managed according to each institutions security policies.
4. Since absolute security is not practically achievable, it is not realistic to describe an authentication method as being an absolute “secure method”. With enough cost, effort, and skill, any security scheme can be compromised.
5. Furthermore, as technology continues to evolve, new techniques may be developed to attack a security scheme that was previously believed to be immune to feasible attack.

Topics considered out of scope of this document include, but are not limited to, the following:

- The techniques for performing a risk assessment
- Mutual authentication and multifactor authentication – refer to ANSI X9.117 [2.3]
- Personal Identification Number (PIN) used in financial services as one method of cardholder verification - refer to X9.8 [2.4].