Standard

Management System for Quality of Private Security Company Operations—Requirements with Guidance

Abstract

This Standard builds on the Montreux Document and the International Code of Conduct (ICoC) for Private Security Service Providers to provide requirements and guidance for a management system with auditable criteria for Quality of Private Security Company Operations.

The worldwide leader in security standards and guidelines development
MANAGEMENT SYSTEM FOR QUALITY OF PRIVATE SECURITY COMPANY OPERATIONS – REQUIREMENTS WITH GUIDANCE

A management systems approach for quality of private security services and the assurance of human rights

Approved March 5, 2012 (R2017)

American National Standards Institute, Inc.

ASIS International

Abstract

This Standard builds on the Montreux Document and the International Code of Conduct (ICoC) for Private Security Service Providers to provide requirements and guidance for a management system with auditable criteria for Quality of Private Security Company Operations, consistent with respect for human rights, legal obligations and good practices related to operations of private security service provider companies in conditions where governance and the rule of law have been undermined by conflict or disaster. It provides auditable requirements based on the Plan-Do-Check-Act model for third-party certification of private security service providers working for any client.
NOTICE AND DISCLAIMER

The information in this publication was considered technically sound by the consensus of those who engaged in the development and approval of the document at the time of its creation. Consensus does not necessarily mean that there is unanimous agreement among the participants in the development of this document.

ASIS International standards and guideline publications, of which the document contained herein is one, are developed through a voluntary consensus standards development process. This process brings together volunteers and/or seeks out the views of persons who have an interest and knowledge in the topic covered by this publication. While ASIS administers the process and establishes rules to promote fairness in the development of consensus, it does not write the document and it does not independently test, evaluate, or verify the accuracy or completeness of any information or the soundness of any judgments contained in its standards and guideline publications.

ASIS is a volunteer, nonprofit professional society with no regulatory, licensing or enforcement power over its members or anyone else. ASIS does not accept or undertake a duty to any third party because it does not have the authority to enforce compliance with its standards or guidelines. It assumes no duty of care to the general public, because its works are not obligatory and because it does not monitor the use of them.

ASIS disclaims liability for any personal injury, property, or other damages of any nature whatsoever, whether special, indirect, consequential, or compensatory, directly or indirectly resulting from the publication, use of, application, or reliance on this document. ASIS disclaims and makes no guaranty or warranty, expressed or implied, as to the accuracy or completeness of any information published herein, and disclaims and makes no warranty that the information in this document will fulfill any person’s or entity’s particular purposes or needs. ASIS does not undertake to guarantee the performance of any individual manufacturer or seller’s products or services by virtue of this standard or guide.

In publishing and making this document available, ASIS is not undertaking to render professional or other services for or on behalf of any person or entity, nor is ASIS undertaking to perform any duty owed by any person or entity to someone else. Anyone using this document should rely on his or her own independent judgment or, as appropriate, seek the advice of a competent professional in determining the exercise of reasonable care in any given circumstances. Information and other standards on the topic covered by this publication may be available from other sources, which the user may wish to consult for additional views or information not covered by this publication.

ASIS has no power, nor does it undertake to police or enforce compliance with the contents of this document. ASIS has no control over which of its standards, if any, may be adopted by governmental regulatory agencies, or over any activity or conduct that purports to conform to its standards. ASIS does not list, certify, test, inspect, or approve any practices, products, materials, designs, or installations for compliance with its standards. It merely publishes standards to be used as guidelines that third parties may or may not choose to adopt, modify or reject. Any certification or other statement of compliance with any information in this document shall not be attributable to ASIS and is solely the responsibility of the certifier or maker of the statement.

All rights reserved. No part of this publication may be reproduced, stored in a retrieval system, or transmitted, in any form or by any means, electronic, mechanical, photocopying, recording, or otherwise, without the prior written consent of the copyright owner.

Copyright © 2017 ASIS International

ISBN: 978-1-934904-84-8
FOREWORD
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ANSI guidelines specify two categories of requirements: mandatory and recommendation. The mandatory requirements are designated by the word shall and recommendations by the word should. Where both a mandatory requirement and a recommendation are specified for the same criterion, the recommendation represents a goal currently identifiable as having distinct compatibility or performance advantages.

This management systems standard provides generic auditable criteria and informative guidance.
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0. INTRODUCTION

0.1 General

Private Security Service Providers including Private Security Companies (collectively “PSCs”) play an important role in protecting state and non-state clients engaged in relief, recovery, and reconstruction efforts; commercial business operations; diplomacy; and military activity. This Standard is particularly applicable for any type of PSC operating in circumstances of weakened governances where the rule of law has been undermined due to human or naturally caused events. In unstable and dangerous environments where security and military operations are on-going, PSCs are engaged to provide enhanced security services in support of humanitarian, diplomatic, and military efforts, and to protect commercial activities including rebuilding of infrastructure. The PSC, in close coordination with legitimate clients and state actors, must adopt and implement the standards necessary to ensure that human rights and fundamental freedoms are adhered to in order to safeguard lives and property, and untoward, illegal, and excessive acts are prevented; while working under high risk conditions with the utilization of tactics, techniques, procedures, and equipment – including weapons. The purpose of this Standard is to improve and demonstrate consistent and predictable quality of services provided by PSCs while maintaining the safety and security of their operations and clients within a framework that aims to ensure respect for human rights, national and international laws, and fundamental freedoms.

This Standard builds on the principles found in international human rights law and international humanitarian law (IHL). It provides auditable criteria and guidance that support the objectives of the Montreux Document on Pertinent International Legal Obligations and Good Practices for States related to Operations of Private Military and Security Companies during Armed Conflict of 17 September 2008 and the International Code of Conduct for Private Security Service Providers (ICoC) of 9 November 2010. This Standard provides a means for PSCs, and their clients, to implement the recommendations of the Montreux Document and to provide demonstrable commitment, conformance, and accountability to respect the principles outlined in the ICoC.

Given that PSCs have become important elements for supporting peace and stability efforts in regions where the capacity of societal institutions have become overwhelmed by human and natural caused disruptive events, their operations face a certain amount of risk. The challenge is to determine how to cost-effectively manage risk while meeting the organization’s strategic and operational objectives within a framework that protects the safety, security, and human rights of internal and external stakeholders, including clients and affected communities. PSCs need to conduct their business and provide services in a manner that respects human rights and laws. Therefore, they – and their clients – have an obligation to carry out due diligence to prevent incidents, mitigate, and remedy the consequences of incidents, report them when they occur, and take corrective and preventative actions to avoid a reoccurrence.

Protecting both tangible and intangible assets is a critical task for the viability, profitability, and sustainability of any type of organization (public, private, or not-for-profit). This transcends the
protection of just physical, human, and information assets but includes protecting the image and reputation of companies and their clients. Protecting assets requires a combination of strategic thinking, problem solving, process management, and the ability to implement programs and initiatives to correspond with the context of the organization’s operations and their risks.

Core to the success of implementing this Standard is embedding the values of the Montreux Document and ICoC into the culture and range of activities of the organization. Integrating these principles into management requires a long-term commitment to cultural change by top management, including leadership, time, attention, and resources – both monetary and physical. By using this Standard, organizations can demonstrate their commitment to integration of the principles of the Montreux Document and ICoC into their management system and their day-to-day operations. The Standard is designed to be integrated with other management systems within an organization (e.g., quality, safety, organizational resilience, environmental, information security, and risk standards). One suitably designed management system can thus fulfil the requirements of all these standards.

0.2 Human Rights Protection

While states and their entities must respect, uphold, and protect human rights, all segments of society (public, private, and non-governmental) have a shared responsibility to act in a way that respects and does not negatively impact upon human rights and fundamental freedoms (see Annex A.2).

Clients and PSCs have a shared responsibility to establish policies and controls to assure conformance with the principles of the Montreux Document and ICoC. By implementing this Standard, organizations can:

a) Establish and maintain a transparent governance and management framework in order to deter, detect, monitor, address, and prevent the occurrence and recurrence of incidents that have adverse impacts on human rights and fundamental freedoms;

b) Identify and operate in accordance with applicable international and national laws and regulations;

c) Conduct comprehensive internal and external risk assessments associated with safety, security, and human rights risks;

d) Implement risk control measures that support the rule of law, respect human rights of stakeholders, protect the interests of the organization and its clients, and provide quality services;

e) Ensure suitable and sufficient operational controls based on identified risks are implemented and managed to enhance the occupational health and safety, and welfare of persons working on behalf of the organization;

f) Effectively communicate and consult with public and private stakeholders;

g) Conduct effective screening and training of persons working on the organizations behalf;
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h) Ensure that when the use of force is necessary, that such force is lawful and reasonable in intensity and duration;

i) Conduct performance evaluations of services rendered and the achievement of objectives; and

j) Develop and implement systems for reporting and investigating allegations of violations of applicable international and national law or human rights, as well as mitigating and remedying the consequences of undesired or disruptive events.

0.3 Management Systems Approach
The management systems approach encourages organizations to analyze organizational and stakeholder requirements and define processes that contribute to success. A management system provides the framework for continual improvement to increase the likelihood of enhancing the quality of services while assuring the protection of human rights and fundamental freedoms. It provides confidence to both the organization and its clients that the organization is able to manage its safety, security, and legal obligations, as well as respect human rights.

The management systems approach considers how local policies, culture, actions, or changes influence the state of the organization as a whole and its environment. The component parts of a system can best be understood in the context of relationships with each other, rather than in isolation. Therefore, a management system examines the linkages and interactions between the elements that compose the entirety of the system. The management systems approach systematically defines activities necessary to obtain desired results and establishes clear responsibility and accountability for managing key activities. This management systems standard provides requirements for establishing, implementing, operating, monitoring, reviewing, maintaining, and improving an organization’s management system for quality assurance of private security services. An organization needs to identify and manage many activities in order to function effectively. Any activity which enables the transformation of inputs into outputs, that uses resources and is formally managed, can be considered to be a process. Often the output from one process directly forms the input to the next process.

The management systems approach for quality assurance management presented in this Standard encourages its users to emphasize the importance of:

a) Understanding an organization’s risk, security, and human rights protection requirements;

b) Establishing a policy and objectives to manage risks;

c) Implementing and operating controls to manage an organization’s risk and security requirements, and respect for human rights;

d) Monitoring and reviewing the performance and effectiveness of the Quality Assurance Management System (QAMS), administratively and operationally; and

e) Continual improvement based on objective measurement.
This Standard adopts the "Plan-Do-Check-Act" (PDCA) model, which is applied to structure the quality assurance processes. Figure 1 illustrates how a Quality Assurance Management System (QAMS) takes as input the quality assurance management requirements and expectations of the interested parties and through the necessary actions and processes produces quality assurance and risk management outcomes that meet those requirements and expectations. Figure 1 also illustrates the links in the processes presented in this Standard.

**Figure 1: Plan-Do-Check-Act Model**

| **PLAN** (establish the management system) | Establish management system policy, objectives, processes, and procedures relevant to managing quality and improving risk management to deliver results in accordance with an organization’s overall policies and objectives. |
| **DO** (implement and operate the management system) | Implement and operate the management system policy, controls, processes, and procedures. |
| **CHECK** (monitor and review the management system) | Assess and measure process performance against management system policy, objectives, and practical experience and report the results to management for review. |
| **ACT** (maintain and improve the management system) | Take corrective and preventive actions, based on the results of the internal management system audit and management review, to achieve continual improvement of the management system. |
The PDCA model is a clear, systematic, and documented approach to:

- Set measurable objectives and targets;
- Monitor, measure, and evaluate progress;
- Identify, prevent or remedy problems as they occur;
- Assess competence requirements and train persons working on the organizations behalf; and
- Provide top management with a feedback loop to assess progress and make appropriate changes to the management system.

Furthermore, it contributes to information management within the organization, thereby improving operational efficiency.

This Standard is designed so that it can be integrated with quality, safety, environmental, information security, resilience, risk, security, and other management systems within an organization. A suitably designed management system can thus satisfy the requirements of all these standards. Organizations that have adopted a management systems approach (e.g., according to ANSI/ASIS SPC.1-2009, ISO 9001:2008, ISO 14001:2004, ISO/IEC 27001:2005, ISO 28000:2007, OHSAS 18001:2007) may be able to use their existing management system as a foundation for the QAMS as prescribed in this Standard. Conformance with this Standard can be verified by an auditing process that is compatible and consistent with the methodology of ISO/IEC 17021:2011, Conformity assessment – Requirements for bodies providing audit and certification of management systems. Additional information on the conformance assessment process can be found in ANSI/ASIS PSC.2-2012, Conformity Assessment and Auditing Management Systems for Quality of Private Security Company Operations.
Figure 2 illustrates the management systems approach used in this *Standard*.

Figure 2: Management System for Quality of Private Security Company Operations Flow Diagram
Management System for
Quality of Private Security Company Operations -
Requirements with Guidance

1. **Scope**

This *Standard* provides the principles and requirements for a Quality Assurance Management System (QAMS) for Private Security Service Providers including Private Security Companies (collectively “PSCs”) to provide quality assurance in all security related activities and functions while demonstrating accountability to law and respect for human rights. PSCs are organizations whose business activities include the provision of security services, either on its own behalf or on behalf of another. The *Standard* provides auditable criteria and guidance consistent with the *Montreux Document on Pertinent International Legal Obligations and Good Practices for States related to Operations of Private Military and Security Companies during Armed Conflict of 17 September 2008* and the *International Code of Conduct for Private Security Service Providers (ICoC) of 9 November 2010*. This *Standard* provides a means for PSCs, and their clients, to provide demonstrable commitment and conformance with the aims of the *Montreux Document* and the principles outlined in the ICoC, as well as enhance the security and protection of stakeholders.

This *Standard* provides a framework for establishing, implementing, operating, monitoring, reviewing, maintaining, and improving the management of their products and services. It is particularly applicable for any type of PSC operating in circumstances of weakened governances where the rule of law has been undermined due to human or naturally caused events.

This *Standard* is applicable to any PSC that needs to:

- a) Establish, implement, maintain, and improve a QAMS;
- b) Assess its conformity with its stated quality assurance management policy;
- c) Demonstrate its ability to consistently provide services that meet client needs and are in conformance with applicable international and national laws, and human rights requirements;
- d) Demonstrate conformity with this *Standard* by:
  - I. Making a self-determination and self-declaration;
  - II. Seeking confirmation of its conformance by parties having an interest in the organization (such as clients);
  - III. Seeking confirmation of its self-declaration by a party external to the organization; or
  - IV. Seeking certification/registration of its QAMS by an independent and accredited external organization.