This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

I AINOT TINCITD JOJI=4U0UF (IN&aUUTI)

Stabilized as
INCITS 385-2004 (S2019)

for Information Technology —

Face Recognition Format
for Data Interchange

ANSI INCITS 385-2004

American National Standard

Developed by

aincits>

Where IT all begins

“66 N“erican Nalio"a/ 8
Q Q)

Q‘

S %%



https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.



https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Secretariat

Information Technology Industry Council

Approved May 13, 2004

American National Standards Institute, Inc.

Abstract

ANSI®
INCITS 385-2004
(R2009)

American National Standard
for Information Technology —

Face Recognition Format
for Data Interchange

This standard specifies definitions of photographic (environment, subject pose, focus, etc.) properties, dig-
ital image attributes and a face interchange format for relevant applications, including human examination

and computer automated face recognition.


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Ame rican Approval of an American National Standard requires review by ANSI that the
) requirements for due process, consensus, and other criteria for approval have

N at|0na| been met by the standards developer.

Standard Consensus is established when, in the judgement of the ANSI Board of

Standards Review, substantial agreement has been reached by directly and
materially affected interests. Substantial agreement means much more than
a simple majority, but not necessarily unanimity. Consensus requires that all
views and objections be considered, and that a concerted effort be made
towards their resolution.

The use of American National Standards is completely voluntary; their
existence does not in any respect preclude anyone, whether he has approved
the standards or not, from manufacturing, marketing, purchasing, or using
products, processes, or procedures not conforming to the standards.

The American National Standards Institute does not develop standards and
will in no circumstances give an interpretation of any American National
Standard. Moreover, no person shall have the right or authority to issue an
interpretation of an American National Standard in the name of the American
National Standards Institute. Requests for interpretations should be
addressed to the secretariat or sponsor whose name appears on the title
page of this standard.

CAUTION NOTICE: This American National Standard may be revised or
withdrawn at any time. The procedures of the American National Standards
Institute require that action be taken periodically to reaffirm, revise, or
withdraw this standard. Purchasers of American National Standards may
receive current information on all standards by calling or writing the American
National Standards Institute.

CAUTION: The developers of this standard have requested that holders of patents that may be
required for the implementation of the standard disclose such patents to the publisher. However,
neither the developers nor the publisher have undertaken a patent search in order to identify
which, if any, patents may apply to this standard. As of the date of publication of this standard
and following calls for the identification of patents that may be required for the implementation of
the standard, no such claims have been made. No further patent search is conducted by the de-
veloper or publisher in respect to any standard it processes. No representation is made or implied
that licenses are not required to avoid infringement in the use of this standard.

Published by

American National Standards Institute, Inc.
25 West 43rd Street, New York, NY 10036

Copyright © 2004 by Information Technology Industry Council (ITI)
All rights reserved.

No part of this publication may be reproduced in any

form, in an electronic retrieval system or otherwise,

without prior written permission of ITI, 1250 Eye Street NW,
Washington, DC 20005.

Printed in the United States of America


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Contents

Page
oY= Yo [ Y,
(Yo Yo 18 Tox 1T o N iX
DOCUMENT OVEIVIEW ... .cieeeeieeiee ittt e e e e et e e e e e et s e e s e e et s s e s s esaba s eeessasaban e asseeranas 1
1 ST o0 o1 PP URPPPRPRNN 4
2 (©d0] 01 0] 11 1=V g (o1 T 4
3 NOrMative REFEIENCES ........oiiiiiieiee e 4
4 Terms and DefinitioNS .........vuviiiiiiiiie e s 5
5 The Face Record FOIMaAL...........ooivuniiiei et 6
5.1 OVBIVIBW ...ttt et e e e e et e et e e et et e e e e ta s e s eat e e s et s earanaaes 6
5.2 (D=1 W O00] 01V/<T 011 (0] 1 1T 8
521 BYLE OFdEIING ... ettt a e e 8
5.2.2 NUMETIC VAIUEBS ...t e e e e e s e e aaaas 8
5.3 The CBEFF HEAET ... 8
5.4 The Facial Header BIOCK............oviiuuiiiieiie e 9
54.1 FOrmMat IdENETIET ... e e 9
5.4.2 VErSION NUMDET ....eeeiiiii et e e e et e e e e e s ra e eaas 9
5.4.3 Record [ENgth..........oeii e 9
5.4.4 Number of Facial IMages........cuuueeiiiiiiaii e 9
55 The Facial Information BIOCK ..........uiiiiiiiiii e 10
55.1 BIOCK LENGLN .. 10
55.2 Number of FEature POINTS........cooivuiiiiei e era e 10
55.3 (=] 0T =] 10
554 BV COl0 ... e 10
555 [ F= Y[ GO0 0] ST 11
5.5.6 FEATUIE MASK .....ceee ittt e e e e e s e aaeeeeas 13
5.5.7 EXPIESSION ...ttt 14
5.5.8 POSE ANGIES ... 15
5.5.9 Pose Angle UNCEertainty ..o 17
5.6 The Feature BIOCK..........oiieiiee ettt eaa s 18
5.6.1 MPEGZ FRAIUINES .. .cuiiiiiei ettt raas 18
5.6.2 Center of Facial FEAtUIES ...........oviieiiieie e 19
5.6.3 The Facial Feature Block ENcoding..........cccuveeiiiiiiiiiniiiiiiiieeeeeeen 20
57 The Image Information BIOCK .............coouiiiiiiiiiiiiiii e 21
57.1 Facial IMage TYPE ..eueeeiiiiieeii e 21
5.7.2 IMAge DaAta TYPE ..o 22
5.7.3 AoV o | { o TR 22
5.7.4 [ L= o o | PSPPSR 22
5.75 IMAge COlOr SPACE ....eeeieiieeii e 23
5.7.6 SOUINCE TY P ettt e e e e e e e e e e e e eeeeeeaeeeeennes 24
5.7.7 DY ol Y/ o1 PP 24
5.7.8 QUANLY ..ottt 24


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

5.8
58.1

6.1
6.2

6.3

6.4

6.4.1
6.4.2
6.4.3

7.1

7.2
7.2.1
7.2.2
7.2.3
7.2.4
7.2.5
7.2.6
7.2.7
7.2.8
7.2.9
7.2.10
7.2.11
7.2.12

7.3

7.3.1
7.3.2
7.3.3
7.3.4
7.3.5
7.3.6

7.4

7.4.1
7.4.2
7.4.3
7.4.4

7.5
751
7.5.2

8.1
8.2

Page
The Image Data BIOCK ........ccevivieieiiiiiiiiieieiee e 25
Data SIUCIUIE.....cciiieeieiieietie e 25
The Basic Face IMage TYPE...cuveeeeeiii it e e e e e 25
Inheritance Requirements for the Basic Face Image Type................ 25
Image Data Encoding Requirements for
the Basic Face IMage TYPE ..covveeeeii it e e e 25
Image Data Compression Requirements for
the Basic Face IMage TYPE ....eviiiiiiiiieiiiiiee s 25
Format Requirements for the Basic Image Type.........cccccvvvveveeeeennnn, 25
Facial HEAUEr .......coiiiiiiiee e 25
Facial INnformation ... 25
IMage INfOrmation ..........oooiiiiiiiii e 25
The Frontal Face Image TYPE .....c.cevviiiiiiiieiiee e 26
Inheritance Requirements for the Frontal Face Image Type ............. 26
Scene Requirements for the Frontal Image Type......ccccccovvviereennine 26
PUIPOSE ... 26
P OS . eeee 26
EXPIrESSION ..ceeiiiiiiie et 26
Assistance in Positioning the Face ...........ccccoovieiieiiiiinc e, 26
SNOUIABIS ...t e e e e e 27
BaACKGrOUNGS ...t 27
Subject and Scene Lighting .......ccvveeeiiiiiiiiiiiieee e 27
Shadows OVer the FaCe ..o 27
Shadows iN EYe-SOCKELS .......ccoiuiiiiiiiiiiie e 27
HOU SPOTS ... 27
EYE GlaSSES...cci ittt 27
EYE PACNES....c it 28
Photographic Requirements for the Frontal Image Type........ccc........ 28
PUIPOSE ... 28
No Over or Under EXPOSUIE ........coouiiiieiiiiiieeeeiieee e 28
Focus and Depth of Field..........cccoooiiiiiiiii e 28
UNNALUFAL COlOT....ueiiiiiiee et 28
Color or Grayscale ENhancement.............oooviiieieiiiiiieee e 28
Radial Distortion of the Camera Lens.........ccccveeeeeieeeiiiiiiiiiiiiieieeeeen, 28
Digital Requirements for the Frontal Image Type .......ccccooevvivvivneneen. 29
Defined Frontal Image TYPES ....ccoviiiiiiiiiiie e 29
GEOMEBEIY .t 29
(7] (o T = (o) {1 - SRR 29
Video INLErAaCINg ..ccco i 30
Format Requirements for the Frontal Image Type.......cccccoevivveennnnn 30
Inheritance ReqUINEMENTS.........ccoiiiiiiieiiiiiee e 30
Image INfOrmMation ...........cooiiiiiiiii e 30
The Full Frontal IMage TYPE....ccoi it 30
Inheritance Requirements for the Full Frontal Face Image Type ...... 30
Scene Requirements for the Full Frontal Face Image Type............... 30


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Page
8.3 Photographic Requirements for the Full Frontal Face Image Type ... 30
8.3.1 INEFOAUCLION .o e 30
8.3.2 Centered IMAQGE .....ccooeeie e 31
8.3.3 POSItION Of EYES ....veeiiiiiiiiii e 31
8.3.4 Width Of HEAD ....ceiiiiiiiii e 31
8.3.5 Length Of Head..........uiiiiiiii e 32
8.4 Digital Requirements for the Full Frontal Face Image Type............... 32
8.4.1 RESOIUTION .. 32
8.5 Format Requirements for the Full Frontal Image Type ......cccccvveeee.... 32
8.5.1 INheritance REQUIFEMENTS ........coiiiiiiiiiiiiiie e 32
8.5.2 Image INFOrmMation ...........vvveeiiiiiirrrrre e 32
9 The Token Face IMage TYPE ..o vueeviiiiiiiee et 32
9.1 Inheritance Requirements for Token Face Image Type.........ccccoenee 32
9.2 Digital Requirements for the Token Face Image Type........cccccvveeeren. 32
9.21 INEFOAUCTION ...t e e e e e 32
9.2.2 EYE POSITIONS ...ttt 33
9.2.3 Token Image Geometric FOrmat ..........ccvvvviiiiiiieiiiiiiee e 33
9.24 Minimum Width ToOKen IMage .........ceeevieieiiiiiiiieieeee e 34
9.2.5 PagdiNg .ecoo e 34
9.3 Format Requirements for the Token Image Type ........cccoevvivvviveennenn. 35
9.3.1 Inheritance ReqUINEMENTS ........ccooiiiiiiiiiiie e 35
9.3.2 Image INformation ... 35
Tables
1 Relationships between Facial Image Types Using the Notion of
INNEITANCE ... s 2
2 The Facial Header BIOCK..........coooiiiiiiiiiieiiceeeee e 9
3 GENAET FIAGS ..eviiiiiiieie et 10
4 EYe Color FIAgS. .. .oeeiieiiiieie ettt 11
5 HAIr COolOr FIAgS ....oeeeeiiiiiie e 12
6 FEALUIE FIAUS ... teeieeiieee et 13
7 EXPreSSION FIAQS. .. cueiiiiiaeiiiiiteee et 14
8 Center Feature POINtS ..o 20
9 The Facial Feature BIOCK ............ooovviiiiiiiiiccicie i, 20
10 Facial Image Type BIOCK........c.c..uuviiiiiiiiiiiee e 21
11 Image Data TYPE FIagS .......uuuieeeiiiiiaieeiiei et 22
12 COlOr SPACE FIAQS. ... uueeiieiiaeaeeiei et 23
13 SOUICE TYPE FIAGS ... 24
14 The Geometric Characteristics of the Token Image Type.................. 33


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Figures

o N O o b~ W N P

9

Annexes

O O @

Page
The Types of Imaging Requirements Specified in this Document....... 3
The Facial Image Record FOrmat.........ccccoeeveieeeiiiiiciiiieieeee e 7
Definition of POSE ANQIES........ovuiiiiieeiei e 15
POSE ANGIES....oiiiiiiiiiie e 16
The Feature Point Set Defined in ISO/IEC 14496-2 ...........ccocvevneenns 18
The Eye and Nostril Center FEAtUreS .........cvveeeeveiiiiciiiiiieeieeeee e s 19
Image Types and Their Inheritance Map .......cccccvvveeeeeeiiiccicniiiieeeen, 22
Geometric Characteristics of the Full Frontal
FaCe IMAgE ... 31
TOKEN FACE IMAQJE ...t 34
Best Practices for Frontal IMmages............occvviieeiiiiieiiniiiiiieeeeee e, 36
Best Practices for Full Frontal Images.........cccccccvieiniiiiiiiiiiiieeeeeeen 42
Best Practices for TOKen IMages.........ooccuveieiiiieiieeniiiieeee e 48
Bibliography .......ueeeeeiieae e 53


https://webstore.ansi.org/Standards/INCITS/INCITS3852004S2019?source=preview

This is a preview of "INCITS 385-2004 (S20...". Click here to purchase the full version from the ANSI store.

Foreword (This foreword is not part of American National Standard ANSI INCITS 385-2004.)
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part of this standard.
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Introduction

Face images (also commonly referred to as displayed portraits) have been used for
many decades to verify the validity of documents. The images used have evolved in
some cases into standardized photographic formats.

Those digital images can now be used by many applications independently of how
the data is stored or transmitted, including use by computer-automated face recogni-
tion applications.

Face recognition records can, in general, be used for human examination, computer
identification (a one-to-many search), and computer verification (a one-to-one
match).

This document contains specific definitions of photographic and digital image at-
tributes, and specific coding formats for relevant applications, including human exam-
ination and computer automated face recognition.

The functional requirements that are addressed are:

1) A format shall be specified with sufficient resolution to allow a human examiner
to ascertain small features such as moles and scars that might be used to verify
identity.

2) Photographic (environment, subject pose, focus, etc.) properties of the face
shall be specified for optimal one-to-many search identification using face recogni-
tion algorithms.

3) A face format shall be provided to satisfy requirements of a small storage foot-
print that can be used for both human and computer verification.

4) The records shall be in a common format that can be used with nonproprietary
data readers and image display programs.

5) The records shall be interoperable by allowing different face recognition algo-
rithms to undertake matching on the supplied electronic facial data.

Establishing standard formats of a facial image will:
« Allow interoperability among facial recognition vendors;

< Minimize the amount of data needed to be stored for interoperability;

Facilitate the use of face information with applications that have limited storage;
« Encourage adoption of biometrics in applications where interoperability is vital;

« Ensure that enrolled images will meet a quality standard needed for face recog-
nition;

 Improve system throughput by saving the intermediate data instead of the raw
data.
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AMERICAN NATIONAL STANDARD ANSI INCITS 385-2004 (R2009)

American National Standard
for Information Technology —

Face Recognition Format
for Data Interchange

Document Overview

Multiple Face Image Types are proposed to satisfy subsets of function requirements associated with face
recognition applications briefly discussed in the Introduction:

— Basic: All face data types shall adhere to the properties of this fundamental type as it specifies the
actual data storage format including header and image data format. Photographic (including lighting
and pose) or resolution (size or scale) requirements have not been specified for basic images, for
flexibility reasons.

— Frontal: A frontal image is a basic image that adheres to additional photographic requirements
appropriate for frontal 2D face recognition and/or human examination. Two types of Frontal images
are defined in this document, Full Frontal and Token Frontal (or simply Token).

— Full Frontal: This specifies minimal requirements of a grayscale or color face image with sufficient
resolution for human examination as well as reliable computer face identification. The image will
include the full head with all hair in most cases, as well as neck and shoulders. This image is
suitable for permanent storage of the face information, and the minimum specifications are to be
satisfied for passport, driver license, and “mugshot” images.

— Token Frontal Image: This is a grayscale or color face image with a specific geometric size and eye
positioning based on the width and height of the image. The purpose of this image type is to
minimize the storage requirements for computer face recognition tasks such as verification while still
offering vendor independence and human verification (versus examination which requires more
detail) capabilities.

— Other: This image type is reserved for Basic images that do not fall into the Frontal category.
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ANSI INCITS 385-2004 (R2009)

As the face biometric field matures, additional data types may be added to this list through the standards
process. For example, one might envision a texture and depth face data type that would allow for the
interchange of information for so-called “3D” face recognition applications.

Table 1 — Relationships between Facial Image Types
Using the Notion of Inheritance

Face Data Format | Inherits From Normative Clauses | Informative Annexes
Basic None 1,2,3,4,5,6 None

Frontal Basic 7 A

Full Frontal Frontal 8 B

Token Frontal 9 A3

Other Basic None None

NOTE: An example of the relationships between Facial Image Types using the notion of
inheritance is as follows: Frontal inherits properties from Basic, which means that all normative
clauses that apply to Basic also apply to Frontal.

Up to 256x256 images can be stored in a single data record, for the purposes of video capture and
processing and modern face recognition enrolment techniques.

For each Facial Image Type, four types of requirements are addressed: scene composition, photographic
properties, digital properties, and the storage of captured information in a data format. The general
overview of the requirements is shown in Figure 1.
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NOTE: The Basic Facial Image Type has no scene, photographic, or digitization requirements.

Figure 1 — The Types of Imaging Requirements Specified in this Document
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1 Scope

This biometric data interchange format specification accommodates:

1) Detailed human examination of facial images

2) Human verification of identity by comparison of persons against facial images
3) Computer automated identification (one-to-many searches)

4) Computer automated verification (one-to-one searches)

This standard specifies the proposed record format.

The cryptographic protection of the biometrical data structures defined in this document is out of the
scope of this standard.

2 Conformance
Systems claiming conformance with this standard shall be capable of encoding and decoding facial image

data and the associated parameter data used in the transmitting and/or receiving of facial images as
defined by this standard.

3 Normative references

The following standards contain provisions which, through reference in this text, constitute provisions of this American
National Standard. At the time of publication, the editions indicated were valid. All standards are subject to revision,
and parties to agreements based on this American National Standard are encouraged to investigate the possibility of
applying the most recent editions of the standards indicated below.

— NISTIR 6529-A, Common Biometric Exchange Formats Framework

— ISO/IEC 10918, Information Technology — Digital Compression and Coding of Continuous-tone Still
Images (JPEG) — Parts 1-4

— ISO/IEC 15444, Information Technology — JPEG 2000 Image Coding System — Parts 1-10
— C-Cube Microsystems, JPEG File Interchange Format (JFIF), Version 1.02
— Reference for CCIR, Recommendation 601 for Color Representations

— I3A IT10.7667-2002, Photography — Electronic Still Picture Imaging — Extended sRGB Color
Encoding — e-sRGB
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